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Abstract of the contribution: This paper discuss the difference between sol#21 and sol#22, and propose the merge.
1. Discussion
In the TR, both solution#21 and #22 focus on the IMS voice support in SNPN. And both solutions proposes the IMC (IMS credential) solution.
The solution#21 gives more details on the IMC limitation in the existing specification, while the solution#22 describe much on which part of 23.501 can be re-used.

This paper proposes the solution#22 is merged to solution#21 and copy the which part of 23.501 can be re-used to solution#21.
2. Proposal

It is proposed to agree the modification text to TR 23.700-07
*****************************************START of CHANGE **********************************************

6.21
Solution #21: IMS voice support in SNPN for UEs with IMS Credentials (IMC)

6.21.1
Introduction

The solution applies to Key Issue #3 "Support of IMS voice and emergency services for SNPN".

The solution proposes to clarify that the IMS Credentials (IMC) can be used for IMS access security even when the terminal supports 3GPP access technology, provided that it accesses the IMS of an SNPN. In this solution the IMS provider is the same administrative entity as the SNPN owner.

6.21.2
Functional Description
IMS (e.g. in TS 23.228 [16]) assumes an ISIM or USIM is used when the UE supports 3GPP access, but for support of SNPN the UE is not required to support USIM/ISIM.

During the "Common IMS" work in Rel-8, when IMS was extended to support fixed access (i.e. defined by ETSI TISPAN) and other wireless accesses (i.e. cdma2000), there were some provisions agreed for using the IMS by UEs supporting IMS that do not have SIM credentials.

Specifically, the term IMC (IMS Credentials) was introduced in TS 21.905 [1] defined as follows:

IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.

As indicated in the IMC definition, the use of IMC is restricted to terminals that do not support any 3GPP access technology. This restriction obviously precludes the use of the IMS architecture in an SNPN that uses a 3GPP access technology.

To enable the use of IMS in an SNPN there is a need to update the 3GPP specifications in order to lift this restriction. Below is a non-exhaustive list of stage 1, stage 2 and stage 3 specifications that will need to be updated.

-
TR 21.905 [1] clause 1:

-
Current text: IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.

-
New text: IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology or a terminal accessing IMS in an SNPN. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.

-
TS 23.228 [16] clause 4.3.3.1:

-
Current text: An ISIM application shall securely store one Private User Identity. For UEs supporting only non-3GPP accesses, if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application or IMC.
-
New text: An ISIM application shall securely store one Private User Identity. For UEs supporting only non-3GPP accesses or a UE accessing IMS in an SNPN, if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application or IMC.
-
TS 24.229 [11] clause 4.2 NOTE 1 and NOTE 3:

-
Current text: 3GPP TS 33.203 [19] specifies that a UE attached to a 3GPP network has an ISIM or a USIM.

-
New text: 3GPP TS 33.203 [19] specifies that a UE attached to a 3GPP network has an ISIM or a USIM. This restriction does not apply to UE accessing IMS in an SNPN.

-
TS 33.203 [12] clause 9:

-
Current text: This clause identifies requirements on the IMC to support IMS access security. The IMC is used to enable access using IMS AKA. The IMC may be used for IMS access by a non-3GPP-only terminal when specified in the access specific annexes of this specification. The IMC shall not used if ISIM or USIM is present.
-
New text: This clause identifies requirements on the IMC to support IMS access security. The IMC is used to enable access using IMS AKA. The IMC may be used for IMS access by a non-3GPP-only terminal or for IMS access in an SNPN when specified in the access specific annexes of this specification. The IMC shall not used if ISIM or USIM is present.
The existing mechanism define in the TS 23.501 [4] clause 5.16.3 for IMS voice except EPS fallback is re-used for SNPN, e.g.:
-
During the registration, the UE indicate the VoNR capability to NG-RAN.
-
In the registration accept, the AMF indicates the "IMS voice over PS Session Supported Indication" to the UE.
-
The SMF provides the P-CSCF address to UE during PDU session establishment for IMS DNN.
-
Support the usage of "Homogeneous Support of IMS Voice over PS Sessions" indication between AMF and UDM.

-
The EPS fallback is not supported;

-
The T-ADS is not supported.

A UE using IMC shall not contain a USIM or ISIM.

NOTE: This excludes UEs which want to use in parallel to SNPN services and PLMN services.

6.21.3
Procedures

The procedures using ISIM or USIM are to be updated to allow usage of IMC e.g. storage of Private User Identity, Public User Identity and home domain name.

Editor's note:
Which procedures in detail and how to change them are FFS.

NOTE 1:
SA WG3 needs to study security impacts and provide feedback to SA WG2.

NOTE 2:
IMC needs to be provisioned to the UE and the IMS network. The provisioning of IMC is out of scope of 3GPP.

6.21.4
Impacts on services, entities and interfaces

Enabling the use of IMS in an SNPN requires minor updates to specification text like those indicated in clause 6.21.2.

6.22
Solution #22: Providing IMS voice services to SNPN UEs

6.22.1
Introduction
This solution is merged to solution#21.

This solution is for the Key issue #3 "Support of IMS voice and emergency services for SNPN", especially the IMS voice part. The IMC (IMS credential) is used for the IMS service provided by the SNPN.

This solution does not impact on the IMS level procedure.

6.22.2
Functional Description

In TS 22.228 [17], there is restriction on the IMC usage:
For non-3GPP-only terminals with neither ISIM nor USIM, the IMC may be used to access the IMS via a non-3GPP access technology. However, if ISIM (TS 33.210 [21]) is present it shall be used to access IMS or if ISIM is not present but USIM (GSMA SGP.21 [24]) is present, USIM shall be used to access IMS.
In this solution, the restriction on the IMC is removed when the UE access 3GPP via SNPN.

Editor's note:
If FFS how and whether this can be achieved.

The existing mechanism define in the TS 23.501 [4] clause 5.16.3 for IMS voice except EPS fallback is re-used for SNPN, e.g.:
-
During the registration, the UE indicate the VoNR capability to NG-RAN.
-
In the registration accept, the AMF indicates the "IMS voice over PS Session Supported Indication" to the UE.
-
The SMF provides the P-CSCF address to UE during PDU session establishment for IMS DNN.
-
Support the usage of "Homogeneous Support of IMS Voice over PS Sessions" indication between AMF and UDM.

-
The EPS fallback is not supported;

-
The T-ADS is not supported.

The IMS level roaming is not supported, i.e. the other SNPN UE or PLMN UE cannot access the IMS via the SNPN.
Editor's note:
functional description is incomplete and therefore for FFS.

6.22.3
Procedures

Editor's note:
impact to procedures is FFS.

6.22.4
Impacts on services, entities and interfaces

SNPN UE

-
Support procedures described in TS 23.501 [4] for IMS voice when in SNPN access mode with the exception of EPS Fallback.

-
Use the IMC as IMS credential when the it access 3GPP via SNPN.

AMF of SNPN

-
Include an "IMS voice over PS Session Supported Indication" within the Registration Accept to the SNPN UE.

-
Select proper SMF for PDU session with IMS DNN.

SMF of SNPN

-
Send the P-CSCF address to UE at PDU session establishment.

NG-RAN of SNPN

-
Support UE Radio Capability Match Request.

Editor's note:
Further impact is FFS.

***********************************************End of CHANGE *********************************************
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